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FOREWORD 

This document explains how to configure Visor as well as the Visor Tablette V1.2.0.0 application. 

This document describes all of the features of the Visor Tablette application. 
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TO CONFIGURE VISOR 

Enable external connections. To do so, click on the Tools menu and then Favourites. 

 
From the External connections tab, click on Smartphone application. Specify an IP port and select 

the Highly secure authentication mode. 

 
 

If you have WINDOWS 7, click on the Configure Windows button and click on Yes when prompted.  
 
If you are using Visor 2.0.0.16 or a higher vision, ignore step 2, ‘To Configure Windows’. VISOR will 
automatically configure Windows Firewall when you click the Configure Windows button.  
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You can restrict connections by entering IP addresses authorised to log in. To do so, check the Filter 

authorised IP addresses box and add the various addresses.   
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From the Administration-> Managers menu, create a manager who will be authorised to use the 

smartphone application as follows:  

 
For the smartphone application, enter this manager’s name (‘admin’ here) and password. 

In the Rights tab, check the boxes corresponding to the permissions you want to assign to the 

manager. 
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For the tablet application connected to VISOR version 2.0.0.16 or higher, the following permissions 

will be used: 

• Users:  

 
Check Complete to enable the manager to view and edit users. Check Read only so the 

manager may view but not edit users. Lastly, check Rejected to hide user management. 

• Overview: 

 
Check Complete to enable the manager to control a reader for a floor plan. Check Read only 

so the manager may view but not control readers in floor plans. Lastly, check Rejected to 

hide overview management. 

• Security level: 

 
Check Complete to enable the manager to edit the installation’s security level. Check Read 

only so the manager may view but not edit the installation’s security level. Lastly, check 

Rejected to hide security level management. 

• Access groups: 

 



 

 

 
8 

Check Complete to enable the manager to view and edit access groups. Check Read only so 

the manager may view but not edit access groups. Lastly, check Rejected to hide access 

group management. 

• Time ranges: 

 
Check Complete to enable the manager to view and edit time periods. Check Read only so 

the manager may view but not edit time periods. Lastly, check Denied to hide time period 

management. 

• Public holiday management: 

 
Check Complete to enable the manager to view and edit holidays. Check Read only so the 

manager may view but not edit holidays. Lastly, check Rejected to hide holiday management. 

• List of special days: 

 
Check Complete to enable the manager to view and edit lists of special days. Check Read 

only so the manager may view but not edit lists of special days. Lastly, check Rejected to 

hide the management of lists of special days. 

 

Visor configuration has now been completed. 
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TO CONFIGURE WINDOWS 

WINDOWS 7: 

 

Go into the Control Panel and open ‘Windows firewall’ . 

Click on Advanced settings in the left-hand column 

 
In the left-hand column, select Inbound rules. In the right-hand column, click on New rule 

 
Select ‘Port’, then click on Next 
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Select TCP and Specific local ports. Specify the port (8080 or the port you used in the previous 

steps), then click on Next 
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Select Allow the connection, then click on Next 

 
Check all the boxes, then click on Next 
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Enter the name of the rule, then click on Finish 

 
Firewall configuration has now been completed. 
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WINDOWS 10: 

 

Go into the Control Panel and open ‘Windows firewall’ . 

Click on Advanced settings in the left-hand column 

 
In the left-hand column, select Inbound rules. In the right-hand column, click on New rule 

 
Select ‘Port’, then click on Next 
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Select TCP and Specific local ports. Specify the port (8080 or the port you used in the previous 

steps), then click on Next 
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Select Allow the connection, then click on Next 

 
Check all the boxes, then click on Next 
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Enter the name of the rule, then click on Finish 

 
Firewall configuration has now been completed. 
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TO USE THE APPLICATION 

HOME SCREEN 

 

 
 

 
From this window, you can:  

• Access the settings window by clicking on the  icon.  

• Access Vauban Systems information by clicking on the  icon.  

• Log in by clicking on the  button. 

• Change the application’s language (French or English) thanks to the  buttons.  
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ABOUT US 

 

 
 

Screen showing the company’s information with the ability to go to Vauban’s website and send an 

email to info@vauban-systems.fr. 
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SETTINGS 

 

 
If your tablet is connected via WIFI to your company’s network, simply enter the IP address of the PC 

on which VISOR is running in the Internal IP address field. 

From the Settings menu, enter the PC’s IP address starting with http:// (for example: 

http://192.168.1.1 where 192.168.1.1 is your PC’s IP address). Then specify the IP port (8080 or the 

port you used in the previous steps) in the Internal port field. 

 

Tip: Use a static IP address on your PC. Ask your network administrator for advice. 

 

Note: VISOR will need to keep running in order for you to be able to use the application. 

 

If your tablet is connected from outside your company’s network, enter the public IP address of your 

Internet connection. To do so, create a NAT rule to translate to the IP address of the PC running 

VISOR on your router. We advise you to contact your network administrator. 

 

Tip: Make sure that your PC uses a static IP address and that your Internet connection also has a 

static IP address. 

 

From the Settings menu, enter the public IP address of your Internet connection in the External IP 

address field starting with http:// (for example: http://80.80.80.80 where 80.80.80.80 is the public IP 

address of your Internet connection). Then specify the IP port (8080 or the port you used in the 

previous steps) in the External port field. 
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Or, if you have VISOR nearby, you can begin scanning to be able to scan a QR Code generated from 

VISOR. It will automatically fill in all the connection settings. 

If you want to use the highest security mode, you will need a key.  

You can obtain this key from VISOR. Enter it manually or scan the QR Code generated by VISOR. 

If you are using an iPad with Touch ID, you can enable it. Enabling Touch ID will allow you to connect 
via your iPad’s fingerprint sensor. When prompted, enter the VISOR login and password. To log in, 
from the login window, click on ‘Se connecter’ (Log in) and put your finger on the sensor.  
 

MAIN MENU 

 

To access the main menu, click on the  icon located at the top left of the application. The 

following menu appears: 

 

 
 

From this menu, you can: 

• Access the event window by clicking on the  button 

• Access the overview window by clicking on the  button 

• Access the user window by clicking on the  button 

• Access the group window by clicking on the  button 

• Access the planning window by clicking on the  button 
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• Access the security level window by clicking on the button  

• Access the camera window by clicking on the button  

 

• Log out by clicking on the  button 

Note: if you are using a higher version of VISOR than 2.0.0.16, some buttons may be hidden 

depending on the manager’s permissions. 

EVENTS 

 

 
In this window, you can: 

• Display alerts 

• Display more events 

• Access the main menu by clicking on the  button 

• Edit the displayed information by clicking on the  button 

   

Click on  to open the customised query menu: 
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From this window, you can: 

• View the list of queries 

• Run a query 

• Create a query 

 

Click on the  button to create a query: 

 

From this window, you can: 

• Set the name of the query 
• Define all of the query’s 

settings 
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OVERVIEW 

 

The overview window appears once you have clicked on the  button from the main 

menu. 

 
 

From this window, you can: 

• Display a floor plan from the list of floor plans 

• Search for a floor plan in the list of floor plans 

• Zoom in to the floor plan 

• Zoom out of the floor plan 

• Display the floor plan in full-screen mode 

• View recent events 

Click on a reader on the floor plan to control it. 

The following window appears: 

From this window, you can: 

• Control the selected reader 
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USERS 

 

 
 

From this window, you can: 

• Search for a user 

• Display a user’s record 

• Add a new user 

• Display the main menu 

• Edit a user 

• Delete a user 
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USER RECORD 

 

 
 

From this window, you can: 

• Change the user’s photo 

• Edit the user’s last name 

• Edit the user’s first name 

• Allow or prohibit the user 

• Assign a time period to the user 

• Assign up to 3 groups to the user 

• Enable validity dates 

• Assign user names 

• Assign registration numbers (if the LPR module is active) 
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GROUPS 

 

 The group management window appears once you have clicked on the  button from the 

main menu. 

 
 

From this window, you can: 

• Search for a group 

• Create a group 

• Delete a group 

• Edit a group 

• Display a group 
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GROUP RECORD 

 

  
From this record, you can: 

• Edit the group’s name 

• Prohibit the group 

• Allow readers 

• Assign a company 
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PLANNING 

 

The planning window appears once you have clicked on the  button from the main 

menu. 

 
 

From this window, you can: 

• Display time periods 

• Display holidays 

• Display exceptions 
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Click on  to display time period management. The following window appears: 

 

 
From this window, you can: 

• Create a time period 

• Search for a time period in the list of time periods 

• Display holiday management 

• Display exception management 

 

Click on  to create a time period. The following window appears: 
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From this window, you can: 

• Set a name for the time period 

• Add various slots for each day 

• Assign a company to the time period 

• Delete a time period 

 

Click on  to display holiday management. The following window appears: 
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From this window, you can: 

• Define holidays by selecting a day 

 

Click on  to display exception management. The following window appears: 
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From this window, you can: 

• Create an exception list 

• Search for a list in the list of exception lists 

• Display time period management 
• Display holiday management 

 

Click on  to create an exception list. The following window appears: 
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From this window, you can: 

• Set a name for the exception list 

• Add exceptions by selecting a day 

• Assign a company to the exception list 

• Delete an exception list 
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SECURITY LEVEL 

 

 

 

 
 

From this window, you can: 

• Change the installation’s security level 

• Display the main menu 
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CAMERAS 

 

 
From this window, you can: 

• Display a camera 

• Display the main menu 


